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N.B.: (1) Question No 1 is Compulsory.
(2) Attempt any three questions out of the remaining five.
(3) All questions carry equal marks.
(4) Assume suitable data, if required and state it clearly.
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b What is digital certificate? How does it help to validate authenticity of a user.

Explain X.509 certificate format.
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