N.B.:

(3) All questions carry equal marks |
(4) Assume suitable data, if requlred and state nt'clearly

I . Attempt any FOUR i l e _ (20]

Explain with examples keyed; 1

o ™

Explain the different modes of block i
Differentiate between SHA-I
d What is Buffer overfl
¢ Explain ARP spoo

Le]

2 a Explain Diffie
attacks on it.
Hellman alg
parameters.
that they sha

[10]

b Explain A 10]
3 a Explain various types of firewalls. ‘ [10]
b Discuss v on dlgltal snghaxlﬁ'es anthtl‘le methods by which
be overcon o1 S

4 a Elaborate the sigr rification pmfcoés of RSA as a digital signatu
b Write short no I | [10]

2. SQL injection

5 a State the rules for finding

[10]
a. o(10)
b. $(49)
L, 0(343)
. L AIDTIIC ?I?ITT keeda.cdm
6 a Enlist the variol ncnonsof the di prent prot tocols of SSL. Explain t ¢ phases 0

of handshake protocol.

b How does ESP header guarantee conﬁdentlahty and integrity of packet payload? [10]
What is an authentication header (AH)" How does it proteet against replay
attack?

14472 Page 1 of 1

AT9F679CS3BTI281A1E552B450517870



